When there is an error message displaying, at the time of logging into ASyCuDa

“Application Blocked by Java Security”

Please follow the following steps

1. Press the windows start button on your keyboard.

2. Then you will get the following start menu (these demonstration screen shots
taken on windows 10 operating system. The view can be slightly different in
windows 7 or 8).

3. Type “Configure Java” in the search box located at the bottom.
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4. Click the application call “Configure Java” at the top of the list.

5. The you will get the following view. Go to the security tab at the top.



|= | Java Contrg

General Javwg

Enable Java content for browser and Web Start applications

Security level for applications not on the Exception Site list

() Very High
Only Java applications identified by a certificate from a trusted authority are
allowed to run, and only if the certificate can be verified as not revoked.

(@) High

Java applications identified by a certificate from a trusted authority are allowed to
run, even if the revocation status of the certificate cannot be verified.

Exception Site List

Applications launched from the sites listed below will be allowed to run after the
appropriate security prompts.

Restore Security Prompts Manage Certificates...

Cancel Apply

6. Then click the “Edit Site List button”. You will get a view as follows.



General Java Security Advanced

Enable Java content for browser and Web Start applications

Security level for applications not on the Exception Site list
() Very High
|2 | Exception Site List

Applications launched from the sites listed below will be allowred to run after the
appropriate security prompts.

Location
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vw.example.com/dir/ or hitps: fwww.exampl

ks FILE and HTTP protocols are considered a security risk:
We recommend using HTTPS sites where available.

Cancel

Apply

7. Click add button and then you will get a text box to enter a URL.

8. Type http://edoc.customs.gov.lk:8081/ or http://202.124.188.38:8081/ in the text box as follows
and press

enter button on your key board.


http://edoc.customs.gov.lk:8081/
http://202.124.188.38:8081/
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General Java Security Advanced

Enable Java content for browser and Web Start applications

Security level for applications not on the Exception Site list
() Very High

|= | Exception Site List

Applications launched from the sites listed below wiill be allowed to run after the
appropriate security prompts.

Location

https://sslvpn.customs.gov. lk/sslvpn/Portal/Main

https://sslvpn.customs.gov.lk/sslvpn/SNX/extender
http://edoc.customs.gov.lk:8081/|

‘i FILE and HTTP protocols are considered a security risk.
We recommend using HTTFS sites where available.

oK Cancel

Cancel Apply

9. Then press the continue button as follows.



General Java Security Advanced

Enable Java content for browser and Web Start applications

Security level for applications not on the Exception Site list

() Very High

Security Warning - HTTP Location

Including an HTTP Location on the Exception
Site List is considered a security risk

Location: http://edoc.customs.gov.lk:8081

Locations that use HTTF are a security risk and may compromise the personal
information on your computer. We recommend including only HTTPS sites on the
Exception Site List.

Click Continue to accept this location or Cancel to abort this change.

Cancel

OK [ Cancel |
Cancel Apply

10. Then press the OK buttons and exit from the ‘Configure Java’ application.



