Configuring Exception Site List on Java Runtime Environment 8 Update 151

Step 1

Open Java Control Panel.
Control Panel >> Java

All Control Panel ltems

« v » Contrel Panel » All Control Panel ltems
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Step 2

In the Java Control Panel click on Security tab. Click on Edit Site List...

|£| Java Control Panel

General Update Java Security Advanced

Enable Java content for browser and Web Start applications

Security level for applications not on the Exception Site list

(") Very High

Only Java applications identified by a certificate from a trusted authority are allowed to run,

and only if the certificate can be verified as not revoked.

(®) High

Java applications identified by a certificate from a trusted authority are allowed to run, even if

the revocation status of the certificate cannot be verified.

Exception Site List

Applications launched from the sites listed below will be allowed to run after the appropriate security

prompts.,

IClick Edit Site List. ..
lto add items to this list.

Restore Security Prompts

Manage Certificates. ..

Cancel

— x

Edit Site List...

Apply
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Step 3
Click on Add.

| £:| Exception Site List x

Applications launched from the sites listed below will be allowed to run after the appropriate security
prompts.

Click Add to add an item to this list.

Remove

Uy FILE and HTTP protocols are considered a security risk.
We recommend using HTTPS sites where available.

OK Cancel

Step 4

Add following address to the Exception Site List.
https://203.94.93.61:8443
https://202.124.188.34:8443

| £:| Exception Site List X

Applications launched from the sites listed below will be allowed to run after the appropriate security
prompts.

. Location

Jttps://203.94.93.61:8443
tps://202, 124, 188, 34:8443

Add Remove

'-'&_ FILE and HTTP protocols are considered a security risk.
We recommend using HTTPS sites where available.

Conce

Click OK.
And Click OK on Java Control Panel.
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